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Abstract:
Electronic forgery crimes are considered serious crimes that pose a threat to

public trust. They have unique characteristics that distinguish them from forgery
crimes in traditional media, whether in terms of detection, difficulty of proof, or
obtaining evidence. The methods of committing these crimes have expanded
with the continuous development of information and communication
technology. Their effects are not limited to a specific individual, institution, or
even one country, but rather extend beyond geographical boundaries. It is a
crime that occurs in an intangible virtual environment and is not committed by
chance or mistake. It is planned by individuals with intelligence and technical
skills, making it difficult for countries to combat this type of emerging crime on
their own. This necessitates their involvement in international cooperation

agreements to confront such crimes.
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This study addressed the objective and procedural provisions of electronic
forgery crimes compared to what is stated in traditional and modern penal laws
In the study area. It also highlighted the role of international cooperation in
combating these crimes. The study seeks to clarify the legal formulations in the
laws of the study area in order to determine the extent to which traditional
procedural texts can be applied to electronic forgery crimes, whether in terms of
substantive or procedural aspects, or if they require the establishment of special

laws.

Finally, the study reached the following key findings:

1. The study showed clear deficiencies in Yemeni law, both substantively
and procedurally, as it did not include a single legal provision that
regulates criminal protection against electronic forgery crimes, relying
solely on traditional procedural texts. This raises many challenges when

applying them to these emerging crimes.

2. The study revealed the absence of specialized agencies, public
prosecutors, and courts to confront electronic crimes, including electronic

forgery crimes.
The study resulted in several recommendations, the most important
of which are:

1. The necessity of expediting the issuance of a law to combat information
technology crimes, which includes both substantive and procedural
aspects of information technology crimes. It should also recognize the
validity of digital evidence in proof, regulate judicial representation, and
extradition procedures for criminals in these crimes, as they do not

recognize national borders.

2. Establishing specialized public prosecutors and courts responsible for
investigating and prosecuting these crimes, in addition to specialized

agencies that can confront such crimes.

3. Itis not enough to regulate the provisions of electronic crimes, including
electronic forgery crimes, with more legal texts or adapting existing legal
texts. It is necessary to utilize the media role, promote religious culture,
and focus on religious and ethical awareness. Prevention is better than
cure, and God's law is capable of stopping every crime, no matter how
modern it is.




